SPX Corporation Cyber Security Statement

SPX Corporation (“SPX”) views cybersecurity as an essential part of our Environmental, Social & Governance framework. We believe that excellent cybersecurity is fundamental to earning and maintaining the trust of our customers, employees, vendors, shareholders and other constituents.

Governance Process
SPX provides quarterly updates to its Board of Directors and Executive leadership team highlighting security awareness training activities, business threats and impacts, and key cyber security initiatives.

Commitment to Confidentiality
SPX is committed to maintaining the confidentiality, integrity and availability of its information and technology systems through a proactive Information Security and Compliance program. The program is based on the NIST framework and ISO 27001/2 standards, complies with relevant regulations, and is inclusive of people, processes and technology to meet program objectives. Independent audits and third-party penetration testing are conducted annually.

Everyone’s Responsibility
SPX takes the safeguarding of information and assets seriously. Information security is every employee’s responsibility. Employees are required to acknowledge ongoing adherence to SPX policies through regular, mandatory compliance training and also receive ongoing phishing campaigns, security awareness training and communications. Security team members hold industry cyber security certifications and annually complete specialized training.

No Material Breaches
SPX has had no material data breaches in the past three years and has developed a detailed action and communication plan to address potentially serious cybersecurity incidents. The company maintains cyber liability insurance as a part of its overall risk management process.

Additional Information
For additional information on SPX’s cybersecurity practices, please contact spx.investor@spx.com.